Naging Biktima ka na ba ng Facebook Phishing?

Malapit na naman matapos ang pinakamahabang pagdiriwang sa Pilipinas. Maraming handaan. Maraming kasiyahan at marami ding laganap na panloloko at pananamantala. Pamilyar ka ba sa term na "Phishing"? Kung ano ito at ano ang epekto nito sa mga biktima? Heto at ating alamin! Ayon sa Imperva, sa article nilang "Phishing Attacks", "Phishing is a type of social engineering attack often used to steal user data, including login credentials and credit card numbers. It occurs when an attacker, masquerading as a trusted entity, dupes a victim into opening an email, instant message, or text message."

Layunin ng attacker na makuha ang account para ang biktima nito ay manakawan. Kamakailan lang ay muli na namang naghasik ng lagim ang faudulent attack na ito sa social media, partikular sa facebook. Kung saan magpopost ito ng "alarming" pictures tagging your friends para buksan mo ang isang imahe at article (dated ages ago) bilang pain, para makuha ng hackers ang account at syempre pagnakawan ang biktima nito.

Isa sa maaring maging temporary solution sa fraudulent attack na ito ay ‘wag itong pansinin, ngunit kung nahack na nito ang social media account ng iyong relatives ay mahihirapan ka na ring iblock ang mga ito. Sa mga ganitonguri ng modus, ipinapayo na gumamit ng Antivirus Software. Iwasang maging biktima at gumamit ng Antivirus Protection at iwasan ang ganitong uri ng panloloko online!
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